
Riziká - Malware - šírenie a prevencia :)
Na rozdiel od vírusov, nepotrebuje malvér pre svoju existenciu a množenie hostiteľa.
Medzi najznámejšie typy malvéru patria trójske kone, počítačové (sieťové a e-mailové
červy), spamery. 

Šírenie malvéru

Trójske kone  sa po infikovaní (napr.  stiahnutím freeware z nepreverenej webovej stránky) nemusia ďalej
rozširovať. Sieťové červy sa v počítačových sieťach šíria vďaka chybám v serverových častiach programov (tzv.
nezaplátané diery), pričom sami aktívne vyhľadávajú ďalšie počítače na napadnutie. E-mailové červy sa šíria
prostredníctvom e-mailov – po otvorení príloh sa červ aktivuje a rozošle všetkým používateľom z adresára.

K infikovaniu vášho počítača môže dôjsť i prostredníctvom výmenných médií. Najčastejším spôsobom je dnes
nainfikovanie prostredníctvom P2P výmenných sietí a počas návštev stránok s pochybným obsahom. 

Prevencia

Dávajte si pozor na to , čo sa deje s vaším počítačom. Akákoľvek nezvyčajná aktivita je prvým príznakom●

problémov.
Nastavte svoj ​​internetový prehliadač tak, že budete kedykoľvek upozornení na sťahovanie súborov.●

Inštalujte na svojom počítači seriózny antivírusový program. Aktualizujte ho automaticky alebo denne.●

Nainštalujte si osobný firewall.●

Používajte e-mailového klienta, ktorý obsahuje ochranu proti spamu[1].●

Nesťahujte softvér a dáta z neznámych webových stránok[2].●

Zakážte cookies vo vašom internetovom prehliadači.●

Pri sťahovaní programov si prečítajte text napísaný drobným písmom. Aj keď sa vám zdajú užívateľské licencie●

nudné a opakujúce sa, v neprebernom množstvo informácií možno nájdete aj to, že súhlasíte s umiestením
malwéru v podobe adware alebo spyware na vašom počítači.

[1] Veľké množstvo vírusov a trójskych koní sa šíri prostredníctvom e-mailov.
[2] Aj zdanlivo nevinné programy môžu obsahovať malvér.
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